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MARQUES, the Association of European Trade Mark Owners, welcomes WIPO’s draft paper ”ccTLDs Best Practices for the Prevention and Resolution of Intellectual Property Disputes”, and welcomes the opportunity to comment on it.

General remarks

MARQUES fully agrees with the general purpose of the paper, i.e. to try to harmonise - on a voluntary basis - those parts of the registration procedure for the ccTLDs that are most closely related to trademark issues. 

It has become increasingly important for all businesses to have the appropriate digital identity, and it has also become increasingly apparent that an appropriate digital identity not only means to possess the relevant " .com address" but also to register and use domain names under the relevant ccTLDs. It is thus the experience of MARQUES that a parallel between trademark registrations and domain name registrations at a country level is very common. 

At the same time, it is our experience that the procedures for registration of domain names as well as the procedures for resolving abusive domain name registrations at ccTLD level are everything but harmonised, which rives rise to legal uncertainty and a lot of cumbersome work. As pointed out in the paper, the registration procedures reaches from open ccTLDs, i.e. ccTLDs that follows the ICANN model, to very restrictive ccTLDs where not only local presence is required but where each registrant can only get a limited number of domain names. Each of these models has their advantages and disadvantages and MARQUES shall not take a position as to which model is preferable. However, we are of the opinion that a set of guidelines or "best practices" that can be applied mutatis mutandis by local hostmasters will be a very useful means to achieve the highest possible degree of harmonisation.

In the following we will comment on some of the specific issues. 

Specific comments to the proposal

In the paper, focus has been put on three areas of domain name registration practices, namely a) the domain name registration agreement, b) the collection and availability of domain name registrant contract details and c) alternative dispute resolution means. 

a)

We agree that the registration agreement is the key document laying down the rights and obligations of a registrant and the registration authority under a given ccTLD. It is therefore important that this agreement entails the key issues including the Intellectual Property issues. In general, we agree with the six bullet points on page 3 and 4 of the paper.

b)

We agree that all the registrant details should be made publicly available and that the registrant should oblige himself to keep these details updated.  As to exactly which details should be available we support that at least those details mentioned on page 4-5 should be given and should be made publicly available. 

It could, however, be considered to expand these details to also include what you can call the historical data. Both in cases of bona fide domain name transfers and in case of a possible cyber squatting case it is often important for the other party to be able to check the present and the previous status of the domain name registration in question. Especially in cyber squatting cases, it is often seen that the domain name is transferred to an (presumably) independent third party immediately after the first contact between the parties and before an ADR procedure has commenced ("cyber flight" as mentioned on page 7). Such transfers where the new owner is allegedly in good faith, can unnecessarily prolong the proceedings. One of the means to address this problem is to at least be able to track the transactions. Also exact information on the date of renewal etc. could be included.

c)

As to the need for an administrative dispute resolution mechanism, it is our firm belief that such a procedure should be enacted on all ccTLDs, but specially under the open ccTLDs. And of course the procedure should be mandatory.

The experiences with the UDRP under the open gTLDs are good and also the Appeal Boards or other administrative dispute resolution mechanisms that are already enacted under some ccTLDs are working fine. They do seem to be an effective means of solving domain name disputes.

It seems acceptable, as a minimum, that any ADR should at least address cyber squatting cases, but their powers should not necessarily be restricted to those cases. This is especially so because the definition of what cyber squatting is has given rise to some problems as pointed out in the footnote on page 9. In that connection, we agree that the term ”and” should be replaced by ”or”. As pointed out above, any ADR should also be able to deal with bad faith acquisition of domain names, i.e. the situations where the present holder did not originally register the domain name, but later acquired the name in bad faith.

As to the question of which rights can form the basis for an ADR procedure, such a procedure should not only be open to cases where the complainant has a trademark right having a legal effect in the country in question. Unfortunately, we see many cases where such rights do not exist in the country in question at the time of the registration of the domain name, but where the registrant nevertheless has been aware of the existence of the mark (in other countries). Either because he has seen it on the net or because he has been in contact with the owner of the said mark cf. the principle of Article 6 septies of the Paris Convention.

We hope that our comments are fruitful and useful and we look forward to not only the completion of this paper but also to the further co-operation on this field in the future.
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